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The paper presents the scores of the GMM (Gaussian Mixturdeld based speaker
verification system for speech signal transmitted in VolBi¢¥ over IP) telephony condi-
tions. The speaker verification problem was partly solveer dvaditional PSTN networks
(Public Switched Telephone Network), however nowadays #$o important to assess how
specific distortions of VoIP transmission influence the &peaerification scores. As a ref-
erence database XM2VTS (Extended multi Modal VerificationTeleservices and Security
appliations Data Base) containing English speech (stfigggits) was applied. Three coder
degradations (PCM, G.711A and G.723.1) and three netwanklitons were examined in
various configurations to estimate the influence of eachingoahd transmission degradation
for the final verification scores.
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1. Introduction

The influence of the VolP transmission on speaker identifinavas partly exam-
ined in the author’s previous works [6, 8]. The specific rattign task addressed in
commercial systems is rather a verification than identificatMost simple speaker
verification applications are text-dependent or text-traised systems. These are quite
convenient solutions providing there are cooperative supeonouncing a fixed pass-
word or prompted phrases from a small vocabulary. A morelflexitext-independent
systems do not demand speaker cooperation but require mjphésscated algorithms
applied in the recognition process. Text-independentlsgezerification system was
examined in the VoIP conditions and the influence of the iiddial Internet transmis-
sion factor on the system scores is presented in the paper.

2. Speaker verification system

A classical speakers verification system is composed of fwasgs, a training and
a testing one (Fig. 1) [2]. The first step of both the training ¢he testing is the speech
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feature extraction process [2, 8]. In the front-end proceslof the applied verification
system standard speech parametrization methods were@ppéimely, pre-emphasis,
windowing, extraction of one of the cepstral coefficientstees: MFCC (Mel Fre-
guency Cepstral Coefficients), LPCC (Linear Predictionsiegh Coefficients) or UFCC
(Uniform Frequency Cepstral Coefficients). Calculatedsteh coefficients can be then
centered, which is realized by subtraction of the cepstedmvector (CMS), lowering
the contribution of slowly varying convolutive noises. éfivards the dynamic informa-
tion was incorporated in the feature vectors by usgnd AA parameters, which are
polynomial approximations of the first and the second desa
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Fig. 1. The scheme of speaker verification system.

The second step, the statistical modeling (Fig. 1), was datieGMM (Gaussian
Mixture Models), nowadays the most successful likelihoodction [2, 5, 8]. During
the presented experiments the Alize v.1.1 software platfoas applied. The final step
of the speaker verification process is the decision whiclsistsof comparing the like-
lihood resulting from the comparison between the claimeshkpr model and the in-
coming speech signal with a decision threshold. The claisphker is accepted if
the likelihood is higher than the threshold, otherwise itggcted. The tuning of the
decision threshold is a troublesome problem in speakefication because of score
variability between trials (differences in contents of esgie material, duration between
speakers, variation in a speaker’s voice caused by emostate etc., acoustical con-
ditions). To avoid the above problems, score normalizatchniques have been intro-
duced. Three normalization technigques have been testedtnir(Test-normalization),
Znorm (Zero normalization) and ZTnorm (the combination abam and Tnorm).

3. Database

The XM2VTSDB (Extended Multi Modal Verification for Telesaces and Security
applications Data Base) database was used for tests of ¢lag&espverification system.
The database was created within the framework of the EU AGWisgnced Commu-
nications Technology and Services) program. It contairsréitordings of 295 voices
(men and women) where each speaker uttered eight digigstrepetitions in English:
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“0,1,2,3,4,5,6,7,8,9" and “5,0,6,9,2,8,1,3,7,4” andsbatence: “Joe took father’s green
shoe bench out". The mean time of a single utterance is abos¢sonds which gives
altogether about two and a half minutes of speech for eachkepeThe recordings
were done in PCM format with 32 kHz sampling frequency and it@dsolution in
acoustically good conditions. The database was exposddeadypes of degradation to
simulate various conditions of VoIP transmission. In thgrddation process signal was
down-sampled to 8 kHz, next encoded with G.711 or G.723.&c®dnd finally treated
with the packet loss process according to chosen IP conditibhe packet loss simula-
tion was done with the two-state Gilbert model [1, 7, 8]. Eht@nsmission conditions:
ideal (non-loss), average (= 0.1 andg = 0.7) and poor f = 0.25 andg = 0.4).
The speakers were divided into clients (200 speakers), stop® whose voices were
used to create a background-noise model as well as for sasuitnalization (40 speak-
ers) and impostors used in the testing phase (55 speakers).

4. Evaluation functions

In the speaker verification system two basic types of errouip namely, FAR
(False Acceptance Rate) and FRR (False Rejection Rate)sé d@ceptance error oc-
curs when an identity claim from an impostor is accepted,redm a false rejection
error occurs when a valid identity claim is rejected. BottR-and FRR depend on the
threshold value which is set in the verification decisioncess. Such a system has many
operating points so a single performance number is usualgaquate to represent the
capabilities of the system. The ROC curve (Receiver Opegdliharacteristic) (where
the false rejection rate is plotted on the horizontal axisemeas the correct detection
rate is plotted on the vertical) has been used traditionalfyresent the performance of
the speaker verification system, nowadays a variant of thisiwis called DET curve
(Detection Error Tradeoff) proposed by NIST (National inge of Standards and Tech-
nology) [4] is more useful. The DET curve represents theesggierformance as a FAR
in the function of FRR which is monotonous and decreasingisngually plotted on
a normal deviate scale. In a speaker recognition systemtwighspeakers and impos-
tors, whose scores are Gaussians with the same varianaesthiewill be depicted as
a linear curve with a slope equal tel. The better the system is, the closer to the origin
the curve will be. Practically the score distributions dose to Gaussians and therefore
easily readable and comparable for various conditions iichvthe system works. The
EER (Equal Error Rate) measure is sometimes used to sunmanthdzperformance of
the system in a single figure. It corresponds to the operataigt where the FAR is
equal to the FRR.

5. Results and discussion

In the preliminary experiments the optimal parameters efgpeaker verification
system were settled to provide the highest effectivenesth@rmne hand and not to
lengthen the computation time excessively on the other.dstroases the best results
were obtained for the following parameters (which were @opin the main experi-
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ments): pre-emphasis with the factor of 0.95; windowindw2i® ms Hamming windows
and 10 ms overlap; FFT of 512 samples and 35 channels filtde-H4#8-dimensional
feature vector (35 UFCC coefficients, log of frame spectruoergy and corresponding
to themA and AA coefficients) which was centered (CMS); UBM (Universal Back
ground Model), individual speakers models consisting & ¢8mponents; score nor-
malization with Tnorm with the cohort of 39 best impostorbeTexperiments results
are presented in DET curves (Figs. 2, 3 and 4).
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Fig. 2. DET Curves for speaker verification with 8 kHz samgli®7.11 and G.723 coding, no packet loss
and UFCC coefficients.

The EER results are presented in Table 1. Table EER obtaorettié UFCC and
LPCC parametrizations and various kinds of VoIP speechasidegradation (coding:
none, 8 kHz and network conditions: with no packet loss, ayerand poor). During
the speaker verification of no degraded data for both applégdmetrization methods
(UFCC and LPCC) the 100% accuracy was obtained. The liroitadf the speech sig-
nal band to 4 kHz badly affected the verification scores (6% of EER for UFCC
parameters). In practice, the G.711 encoding did not causieef slope of the verifica-
tion accuracy. The applying of the G.723.1 codec crucialydrs the system efficiency
(EER of up to 9% for poor network conditions). Poorer restdtshe G.723.1 than for
the G.711 codec, besides a bigger signal compression (aatfellows, bigger distor-
tions), are caused by the fact that the CELP (Code ExciteddrifPredictive) codecs,
which are based on the acoustic model of the vocal tract gubie speech produc-
tion, are focused rather on copying information of the cohtd the speech than on
the individual biometric features of the speaker. Besitlesspeech coding, the second
important aspect of VoIP transmission is the packet lossinftuence on verification
scores is at the level similar to coding. The average netwoniditions insignificantly
lower the verification result, whereas in the poor netwonkditions the error rates rose
considerably.
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Fig. 3. DET Curves for speaker verification with 8 kHz samg|its7.11 and G.723 coding, average
network conditions and UFCC coefficients.
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Fig. 4. DET Curves for speaker verification with 8 kHz sam@liG7.11 and G.723 coding, poor network
conditions and UFCC coefficients.

Table 1. EER speaker verification scores for no degradation caseg twding types (8 kHz sampling,
G.711 and G.723), three network conditions (no packet is&sage and poor) and two coefficients (UFCC

and LPCC).
None | 8k 8k 8k 8k 8k 8k 8k 8k 8k
G.711 | G.711| G.711 | G.723| G.723 | G.723
none | none | aver. | poor | none | aver. | poor | none | aver. | poor
UFCC | 0.00 | 0.67 | 0.75 | 2.25| 0.75 0.83 2.08 3.17 4.33 9.00
LPCC | 0.00 | 0.75| 150 | 296 | 0.83 | 0.75 | 2.08 | 292 | 4.33 | 850
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The packet loss effect brings in gaps in the speech signathwh the cause of re-
ducing the number of frames that can be used in the verifitgtiocess and disturbs
the time structure of the signal which can be important whangiA and AA coeffi-
cients. Simultaneous degradation by the speech codingetmark distortions caused
the biggest verification errors.

6. Conclussions

The main aim of the carried out experiments was the exanoimafithe influence of
\VoIP speech transmission distortions on speaker verificacores. The tested GMM-
based speaker verification system use up-to-date speecbsging procedures and has
an efficiency comparable with nowadays professional agiitins used commercially.
The applied speaker verification assessment methods with diEves and EER re-
vealed a big universality and make it possible to preserfopaance results, in which
tradeoffs of two error types are involved. The obtained ltesndicate that in a case of
remote speaker verification through the IP network it canrbereor-caused case for
poor network conditions and a lower band transmission @gp@important if the cost of
error is very high, i.e. bank transactions, trade secrdtg déc. but acceptable for other
applications i.e. games, educational etc.). The packetdasblem can be avoided by an
improvement of the IP transmission (to introduce suitabd&S@arameters). The other
way of speaker verification improvement would be a proposaitier than G.723.1
codec for low band speech transmission, which is more fatosetransmitting voice
biometrics attributes.
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